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By Barbara Akins, CPA
Here are some common schemes that

are hitting our local area!
Smishing — the victim receives a text

message that they will be charged for a
service that they never ordered and that
they must contact the company immedi-
ately to cancel the order. The text includes
a hyper-link, which, if the victim clicks
on, will take them to a fake website that
triggers the download of a program that
breaches the security features of the
phone.
Phishing — Fraudsters impersonate

a business in an attempt to trick the vic-
tim into giving them sensitive informa-
tion by having them open the email and
click on a link to a “spoofed” site or a link
that installs malicious software on their
computer so thieves can track your
movements and gain user IDs and pass-
words.
Vishing — the victim receives an au-

tomated phone message saying there is a
suspicious transaction on their account
and to please call a phone number. The
victim calls the number and is asked to
enter their credit card number and the se-
curity number on the back of the card so
they can be authenticated as the real cus-
tomer.
Fake Charities — Fake charities are

set up to steal from well-intentioned peo-
ple trying to help in times of need.  They
generally target natural disasters and
now COVID-19.
Phone Calls from the IRS — The

IRS will not call to threaten you.  A phone
call from the IRS threatening arrest is an
Impersonator and a SCAM.

Stay Alert and Share this information
with your Friends and Family, so they
don’t become a VICTIM!

For additional information, please call
Barbara Akins at 484.321.3839 and visit
www.AkinsAccounting.com.

TAXPAYERS SHOULD 
BE AWARE OF SCAMS! 
Don’t let these Thieves get you!


